### Course Description

<table>
<thead>
<tr>
<th>DF310</th>
<th>ADFA-Win</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Advanced Digital Forensic Analysis:</strong> Windows</td>
<td></td>
</tr>
</tbody>
</table>

**Digital Forensics**

**Classroom course**

**4 days**

**Prerequisite:** None

This course covers the identification and extraction of artifacts associated with the Microsoft Windows operating system. Topics include the Change Journal, BitLocker, and a detailed examination of the various artifacts found in each of the Registry hive files. Students also examine Event Logs, Volume Shadow Copies, link files, and thumbnails. This course uses a mixture of lecture, discussion, demonstration, and hands-on exercises.

To register, visit our training site at:

**www.nw3c.org**

Questions? Call 877-628-7674
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